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Technology is unavoidable in today’s world. It surrounds us daily; most of our lives require technology in some way or another. But even as society’s reliance increases, privacy laws lag behind.1 As a result, certain technologies are especially vulnerable to warrantless searches, such as cloud stored information.2 Federal law, in the form of the Stored Communications Act (SCA), provides little safety for cloud data.3 And the Fourth Amendment may not be any better.4

Although the Fourth Amendment shelters citizens’ “homes, papers, and effects” from warrantless searches and seizures, the Supreme Court’s third-party doctrine, which allows for “warrantless searches and seizures of information
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3. Johnson, supra note 1, at 877–78.
4. Holland, supra note 2, at 75.
entrusted to third parties,” may overcome any constitutional protection afforded to cloud stored data.\(^5\) When the Supreme Court established this doctrine in the 1970s, commercial cloud storage was not even a thought, let alone a reality.\(^6\) More than 40 years later, cloud storage might be an extension of everyday society.\(^7\) Citizens’ most intimate information—from medical records to business documents—is stored on these servers.\(^8\) As a result, broad application of the third-party doctrine by the government is an ever-growing concern.

If the third-party doctrine applies to cloud services, the government could obtain personal files with a simple subpoena or court order.\(^9\) To obtain a subpoena, little evidence is required and, there is no judicial oversight; as long as internal policies are followed, the subpoena will generally be granted.\(^10\) A court order requires judicial consent, but it still does not rise to the evidentiary level of warrants; a warrant requires probable cause and particularity—both of which a judge reviews.\(^11\)

One does not have to work for the government to understand the myriad of “potential benefits of such [unencumbered] digital investigations.”\(^12\) Take your own cloud storage as an example. It probably contains photos, documents, and medical files—your “entire digital life.”\(^13\) This amount of information would take minutes to collect with a simple download; a standard investigation collecting this information could take years. For agencies that want to solve crimes quickly, what better way than to search a personal cloud account?\(^14\)

In the coming years, there will be no shortage of third-party doctrine cases involving cloud services: “16 percent of Americans own a smart speaker” (e.g.,

\begin{flushleft}
10. Id. at 14.
13. Id.
14. Id.
\end{flushleft}
Amazon Echo), 15 81% of Americans own a smartphone, 16 over 500 million people are actively using Dropbox, 17 and Google Drive currently boasts one billion users. 18 Because all these devices or programs use cloud-based systems, the third-party doctrine could possibly be used to access their cloud data. 19

As cases start to emerge, courts will turn to the recent Supreme Court case Carpenter v. United States for guidance. 20 Carpenter addressed two issues: a person’s reasonable expectation of privacy in cell-site location information (CSLI) and the application of the third-party doctrine to obtain this information. 21 For Fourth Amendment protections to exist in cloud information, “users must have a reasonable expectation of privacy in their cloud stored data.” 22 For brevity, this paper will assume that this requirement is met and only focus on the third-party doctrine. 23

This Paper argues that the third-party doctrine does not apply to cloud data, and that a warrant is necessary to search and seize information stored in the cloud. To arrive at this conclusion, it first analyzed the Supreme Court’s creation of the third-party doctrine and its subsequent evolution. The second part outlines cloud storage and data. The third part discusses why cloud data should be secure from warrantless searches. Lastly, this Paper explains why Congress needs to legislate this issue—not the Courts—and offers recommendations on how to do so.

I. BACKGROUND

A. Carpenter

Since the Supreme Court issued its opinion on Carpenter, it has received significant attention from legal scholars and for good reason. The Court’s

21. Park, supra note 7, at 11–12.
22. Johnson, supra note 1, at 885.
23. Id. at 885–86; Gold, supra note 5, at 56 (Because Carpenter held that Carpenter did have a reasonable expectation of privacy for his CSLI, the Court likely would not find cloud storage users lacking this right.).
analysis revolutionized the third-party doctrine. This doctrine no longer consists of three elements but several other factors that some have argued narrow its application. To be sure, the Court itself characterized Carpenter as a “narrow” decision. But a narrow ruling should not be conflated with narrow consequences; Carpenter’s extension is likely far greater than most realize.

1. Technological Background

At its core, Carpenter is about location information provided by cell phones to cell-sites. Cell phones are continuously searching for the best signal, which is why they generally connect to the closest cell-site. Modern phones constantly search for cell-sites even when the owner is not using the phone; all that is required is for the phone be turned on. When a cell phone connects to a cell-site, “it generates a time-stamped record known as cell-site location information (CSLI).” The more location information produced, the easier it is to determine someone’s location. Although phone companies create, collect, and store CSLI for their own business purposes, Carpenter explained how the government can use this information in criminal investigations.

2. Factual Background

In 2011, the FBI arrested four men for a string of local robberies. After being questioned by the FBI, a defendant confessed and turned over his 15 accomplices. The FBI then reviewed this defendant’s call records to identify other possible suspects. From this evidence, the FBI learned of several other suspects, including Timothy Carpenter. Using this information, prosecutors obtained Carpenter’s CSLI through the Store Communications Act (SCA), “which authorizes courts to grant orders for telecommunications records.” This particular section of the SCA requires a higher standard of proof than a subpoena but less than a warrant. When served
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with this court order, Carpenter’s wireless carriers provided CSLI for the specific “four-month period when the string of robberies occurred.” This information helped prove that Carpenter was near the robberies when they occurred; although his CSLI could only show his whereabouts “between a half mile and two mile” radius. That said, the FBI used this evidence to charge Carpenter with aiding and abetting robbery.

Carpenter argued that the warrantless seizure of his CSLI violated his Fourth Amendment rights, and that the evidence should have been suppressed. Both lower courts rejected this argument, and the appellate court explained that when Carpenter shared his CSLI to these third-parties, he waived any Fourth Amendment rights attached to the information.

3. Majority Opinion

In Carpenter, the sole issue was whether the government violated the Fourth Amendment when it accessed Carpenter’s CSLI without a warrant. Although CSLI is held by a third-party, the Court explained that the “unique nature” of this information outweighed this outside control. For this reason, the Court held that Carpenter’s CSLI still possessed Fourth Amendment protections. How the Court arrived at this conclusion is what matters for future third-party doctrine cases.

Carpenter discussed the third-party doctrine at length and reconfigured its meaning. But before one can understand how Carpenter changed this doctrine, the two cases that helped create it must be considered: United States v. Miller and Smith v. Maryland.

Miller established the third-party doctrine. It held that once an individual voluntarily turned over documents to a bank—they became the bank’s business records—and a constitutional privacy interest ceased to exist in the documents. Once the bank had these records, they were used in the bank’s “ordinary course

---
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of business.”

Important to Miller’s analysis was that the bank was not simply an intermediary for these transactions but a necessary party. And the documents, which were created for commercial transactions, underscored Miller’s reduced expectation of privacy.

Miller’s belief that the documents would be “used only for a limited purpose” did not help him reclaim his lost Fourth Amendment protections. When Miller voluntarily exposed his information to the bank, he assumed the risk that the bank would provide the information to the government. Thus, he no longer held an expectation of privacy in the documents.

Smith applied the same doctrine a few years later. In Smith, the government used a pen register to record phone numbers dialed on a landline telephone. The Court ruled that the third-party doctrine applied, and that this action did not constitute a search. Telephone users generally know that dialed numbers are conveyed to phone companies and recorded for “legitimate business purposes.” In like manner, most people are aware of pen registers’ existence and functions. Smith also explained that the technology used here by law enforcement provided only “limited capabilities”; they could only access the numbers dialed, not the content of the call, limiting the information gathered to the parties’ identities. As a result, Smith did not have a reasonable expectation of privacy in his dialed phone numbers.

In short, Miller and Smith applied a doctrine that allows the government to obtain information without a warrant from a third-party if: “(1) information is voluntarily disclosed (2) for use by a third-party (3) in its normal course of business.” Until Carpenter, if these elements were met, the third-party doctrine could apply. But Carpenter not only expanded the meaning of some of the original elements, it also created new factors for consideration.
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Because Carpenter revealed his location to his wireless providers, the government argued that the third-party doctrine provided access to this information.68 Undeniably, Carpenter provided information to a third-party, his wireless carriers, which used this information in their normal course of business.69 For that reason, the second and third elements were met.70 But the Court reasoned that Carpenter did not voluntarily share this information, failing the first element of the third-party doctrine.71 As part of its analysis of this element, Carpenter focused on the essential role of cell phones in today’s society and Carpenter’s awareness of how wireless carriers collected CSLI.72

Cell phones are integral to modern society.73 People use cell phones for many reasons: to set their calendars, to work on documents, to call co-workers, friends, and family.74 Without cell phones, people would not have meaningful participation in society.75 And because of this essentialness, the owner is stripped of a voluntary choice on whether to own a cell phone; by extension, the owner does not voluntarily share his CSLI either.76

Awareness shared a similar fate. As long as a cell phone is on, it will continuously connect to local cell-sites.77 So the only affirmative act necessary to create CSLI is turning the phone on.78 And the only way to avoid CSLI collection is to disconnect the phone from the network.79 Carpenter explained that users do not intentionally turn over “a comprehensive dossier of [their] physical movements” by the simple act of leaving their phone on.80 Unlike Miller and Smith’s affirmative acts that provided the information, the wireless carriers in Carpenter received the information automatically following a simple, unrelated act.81 Turning a phone on does not create an awareness that CSLI is being collected; it is generally understood that bank documents are used for commercial transactions and phone providers record phone numbers for business purposes.82
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Carpenter did not only rely on the original elements of the third-party doctrine to reach its conclusion. As the Court explained, although a reduced constitutional expectation of privacy exists when “information [is] knowingly shared with another,” this fact is not dispositive in third-party cases. Carpenter established three new third-party factors: (1) the scope of the personal information accessed, (2) the nature of the information accessed, and (3) the technological features of the respective technology.

Carpenter’s scope of information exceeds the information at issue in previous Supreme Court third-party doctrine cases. Miller and Smith granted access to “limited types of personal information.” But Carpenter’s CSLI provided a window not only into the defendant’s location but also his personal life. Smith’s landline provider could only record the numbers dialed; through CSLI, wireless providers not only receive the numbers dialed by the user but also a “detailed and comprehensive record of the person’s movements.” With a few inferences, where someone travels can provide insight into their “familial, political, professional, religious, and sexual associations.” And because a cell phone is basically an extension of the human body—it travels everywhere.

But the scope of information is not confined to present movements or associations. Wireless carriers maintain CSLI for up to five years, which provides a retrospective surveillance no other technology or person can offer. And if this information is properly interpreted, the government can learn a person’s past, present—and maybe—future movements. Although not the equivalent of the surveillance in George Orwell’s “1984,” this development is still concerning.

The second factor examined the nature of the information that Carpenter provided his wireless carriers. Carpenter noted that “CSLI is an entirely different species of business record” than the bank documents in Miller or the
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phone log in Smith. Both Miller and Smith revealed little identifying information, and Smith revealed no content. But CSLI provides sensitive and revealing information—a window into the “privacies of life.” Simply put, an exhaustive location record is quite different than a few bank documents or a phone log.

Carpenter’s last factor focused on the technology behind CSLI. The pen register in Smith provided limited capabilities; the police could see the number dialed, but the content remained private. In contrast, the government in Carpenter could deduce Carpenter’s location and associations with his CSLI. And soon CSLI will be able to pinpoint one’s location, like GPS. Moreover, this technology allows continuous monitoring when a phone is on; a pen register only collects information when a phone call is made. Lastly, CSLI’s technology provides access to this information in a “remarkably easy, cheap, and efficient [manner] compared to traditional investigative tools.” Information that would usually take years to gather can be obtained in minutes—at essentially no cost.

The Court’s focus on these new factors suggests that it felt uncomfortable extending this doctrine to exceedingly personal and revealing information. But even though Carpenter held that the FBI needed a warrant to obtain the CSLI, it also warned that this decision was a narrow one. Depending on how future courts interpret this holding, warrantless searches of cloud storage accounts could be possible.

B. Cloud Storage

Cloud storage provides users with the ability to upload files through the internet and store them offsite in a third-party owned and operated server. Storage services, such as Dropbox or Google Drive, require users to create an account before uploading their files. Once files are uploaded, they will remain
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on the servers as long as the account remains active.\textsuperscript{112} Some providers also allow users to edit, share, and copy their files on the cloud, providing a cloud computing component.\textsuperscript{113}

Although most cloud services are password protected, most lack encryption.\textsuperscript{114} Password protection still permits storage providers to access the information.\textsuperscript{115} And even if the service offers an encryption option, encryption does not always provide absolute protection. Data can still be backed up on other servers, which would allow the provider to access the information.\textsuperscript{116} If the provider does so, depending on the terms of service, it may collect or scan the information for “business purposes.”\textsuperscript{117}

The information collected from stored files comes from two main sources: data and metadata.\textsuperscript{118} To illustrate, consider a Word document. The words within the document are data; the “origin, purpose, time, geographic location, creator, access, and terms of use of the data” are all metadata.\textsuperscript{119} In essence, metadata is “data about data.”\textsuperscript{120} As metadata increases over time, it “can be more telling than the content” of the respective files.\textsuperscript{121} Metadata can reveal a “detailed account of one’s interests, activities, and associations.”\textsuperscript{122} And even if a file is deleted, the “deleted data still remains in the cloud for a certain period of time.”\textsuperscript{123}

Some service providers also collect other information not associated with uploaded files.\textsuperscript{124} This information includes the previous website visited before using the cloud service, “the device and software used to access the service,” and the searches within the cloud program.\textsuperscript{125} This information coupled with

\textsuperscript{112} Id. at 873.
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\textsuperscript{121} Price, supra note 117, at 275–76.
\textsuperscript{124} Scott A. McDonald, Authenticating Digital Evidence from the Cloud, ARMY LAW. 40, 48 (2014).
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the data and metadata from uploaded files could provide the government with an unprecedented look into someone’s life.126

II. ANALYSIS

A. Cloud Information Should Be Secure from Warrantless Searches

For the third-party doctrine’s voluntary element, Carpenter focused on two issues: (1) the essential role cell phones hold in today’s society and (2) Carpenter’s awareness of how his wireless carriers collected his CSLI.127 Because cell phones are a social necessity, Carpenter explained that mere ownership of a cell phone does not suggest CSLI is voluntarily shared.128

But is cloud storage necessary to engage in modern life? It has certainly experienced a “wide social adoption” like cell phones.129 And much of personal information has shifted from personal storage to remote cloud storage.130 In fact, users are being forced to use cloud services because they are producing more data than their devices can store, and cloud storage is the best option available.131

Moreover, the alternatives to cloud storage do not eliminate the cloud’s essentialness.132 Although external hard drives offer many of the same functions as cloud services, their accessibility is inadequate in comparison.133 External hard drive access is limited to the physical device itself, and generally, only one person can connect to the specific device.134 By contrast, many users can access cloud information in real-time.135

---

128. Id.
129. Park, supra note 7, at 16; Holland, supra note 2, at 73–75 (Because Carpenter does seem to equate total number of users with essentialness, the significant number of cloud users could be dispositive for this question).
135. Wilson, supra note 133, at 263.
Without general access, external hard drives force users to share stored data by email, flash drive, or using the same device. Imagine having to carry this device everywhere you went, sitting down, plugging it into your laptop, downloading documents from it, and then sharing those documents by email. Now imagine going through this process every time you needed to share files from your external hard drive. This method is unrealistic in today’s world. And what if the file is too large to share by email? Gmail only allows emails to contain files below 25 megabytes, and most other email providers have a stricter data limit. Today’s world requires speed, access, and reliability—only the cloud can provide all three of these features. Cloud storage is not merely beneficial to everyday life, it is essential.

The second issue considers a cloud user’s awareness that their data is collected. In effect, does uploading files to a cloud service create an awareness that this information is being collected? People who turn over bank documents or make phone calls generally know that the information from their documents or phone numbers are collected. Banks and phone companies have to record this information for business purposes. But other than the terms of service, there is no reason cloud users would know that their data is being collected. Uploading files to a cloud service is like Carpenter’s act of leaving his phone on—neither create an awareness that companies are collecting the information the individual created. Because of the cloud’s essentialness and the user’s lack of awareness that their data is collected, cloud users do not voluntarily share their data with cloud providers.

The third-party doctrine’s second and third elements require a third-party to use the information collected for business purposes. Depending on the terms of service offered by the cloud provider, the user’s data may not be “used” in the sense Carpenter, Miller, or Smith understood this term to mean. Terms of service define “the amount of privacy the user relinquishes”, and we must be careful not to conflate access with use. Some providers will scan uploaded files.

---
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cloud data “for the security, stability, and control of the network”, while other providers will not only have access to the data but use information from this data. On cloud providers use the data pulled from uploaded files for business purposes, the third-party “usage” requirement would be met. But if the cloud provider simply scans the information, this element would not be satisfied.

Carpenter’s first new factor considered the scope of the personal information accessed. At any time, a cloud user may upload and store receipts, medical files, personal photos, and business documents to their account. Although CSLI cannot provide specific location, metadata can. Both metadata and data can reveal a person’s “familial, political, professional, religious, and sexual associations.” And unlike CSLI, few to no inferences need to be made to understand this information. But much like the retrospective aspect of CSLI, even after a file is deleted, its data can remain in the cloud.

Carpenter’s second factor focused on the nature of the information accessed. The nature of information provided by cloud data is inherently sensitive and revealing, which is why storage providers offer password protected access and, sometimes, encryption. But cloud information “is an entirely different species of business record” than CSLI. CSLI cannot provide the type of personal information that cloud data can; cloud data can provide someone’s “entire digital life,” their specific location, and many other details—all requiring few to no inferences to understand the data. By contrast, CSLI can only show someone’s location within “a half mile and two mile” radius. And without inferences or other evidence, this information is useless.

Carpenter’s last factor examined the various technological features underlying the respective software. Some cloud providers’ terms of service
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and software allow them to access personal cloud data. Terms of service can permit even more access, allowing for automated uploads and the “pervasive collection of information.” Either way, government access to this information has the power to make traditional investigative tools obsolete. Cloud data is centrally located, extensive, and requires little effort to collect. But most importantly, its access is cheap—no wiretaps, extra agents, or overtime are necessary to gather it—just a simple data request. Like Carpenter, this type of technology provides access to information “on a scale that was not technologically feasible a short while ago.”

Overall, cloud data shares more similarities with Carpenter than Miller or Smith. Cloud storage is essential, and users are unaware that their information is collected after they upload files. Thus, the voluntary element is not met. Depending on the terms of service, the data might not be used by the cloud provider. However, most cloud services do use customers’ data for business purposes. Therefore, this element would likely be met. Even so, the scope of personal cloud information and its nature are more extensive and sensitive than CSLI’s scope and nature. Moreover, cloud technology mirrors the technology behind CSLI. As a result, after Carpenter, the third-party doctrine should not apply to cloud storage services.

B. Congress’s Role

More than 40 years ago the Supreme Court created the third-party doctrine. At its inception, it was impossible for any judge—even Supreme Court Justices—to appreciate how society’s reliance on technology would create a “seismic shift” in the doctrine’s reach. Consider the fact that it was not until 30 years after Miller established the third-party doctrine that cloud storage became commercially available. And by no means was its use as prevalent as it is today. The Court tried to rein in the doctrine’s reach with Carpenter; perhaps it did. But until courts address warrantless searches of cloud data, it is
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pure speculation whether this data retains Fourth Amendment protections. To wait and hope for favorable application of Carpenter in these cases is to gamble with each individual’s cloud privacy.

Instead, Congress needs to address cloud privacy with legislation.\textsuperscript{174} Cloud storage is a highly complicated area that requires a depth of fact-finding and deliberating not suited for the judicial system.\textsuperscript{175} Of course, Congress has not always been reliable at legislating technological issues, but Congress’s struggles should not provoke a judicial response.\textsuperscript{176}

Statutes provide much more latitude and stability than judicial precedent.\textsuperscript{177} Statutes can require notice to the individual affected by the search, which gives them the ability to respond through legal channels.\textsuperscript{178} Statutes can require a higher standard of proof than warrants, such as clear and convincing evidence.\textsuperscript{179} Statutes can create exceptions. For example, national security issues are exempted from the SCA’s requirements.\textsuperscript{180} Finally, statutes can control the government’s use and storage of seized data.\textsuperscript{181} But the judiciary usually can only “regulate [the] acquisition of information.”\textsuperscript{182} At their core, statutes provide broader, more stable protections than judicial precedent.\textsuperscript{183}

Regrettably, only a small portion of cloud stored data is protected by federal law, specifically the SCA.\textsuperscript{184} Congress developed the SCA in the 1980s when commercial cloud usage was not a reality.\textsuperscript{185} As a result, Congress created a framework that protected the only privacy concern at the time—electronic communications.\textsuperscript{186}

If cloud based data does not involve electronic communications, it is not protected.\textsuperscript{187} Suppose you upload a spreadsheet with all your financial information to Dropbox—this type of information would not be protected by the SCA because there is no communication involved. But if a Gmail account

\begin{itemize}
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backed up emails into Google Drive, this information would be protected.  

In effect, the SCA does not protect most cloud data.

To address cloud privacy, Congress needs to expand the SCA to protect non-communicative cloud data. Requiring probable cause and a warrant to access this information would be a welcomed change. But the “procedural protections” are what matter for cloud privacy, not the document required to obtain the information, such as a warrant or subpoena. Congress should require probable cause and notice to acquire personal cloud data. It should also create safeguards to prevent the “unauthorized exposure” of data and compel its destruction after its use. Lastly, it should expand the national security exemption to cover these requirements.

The government would violate this statute if it searched a personal cloud account or used seized information without meeting these requirements. The trigger for this statute may “over-protect [digital] records”—but it is better to over-protect than under-protect this type of information. And transparency and clarity are the hallmark of a well-written statute. Without these features, confusion and abuse are inevitable. Employing this concrete standard reduces the chance of either occurring. Some may argue that this standard is too rigid. But suppose law enforcement enters your house without a warrant and searches your desk. Clearly, this type of entry and search is unlawful. Why should personal cloud information be any different?

A legislative fix would also clarify this issue for defendants, prosecutors, and private companies. Defendants would know their rights; prosecutors would know their boundaries; and cloud providers would know when it was necessary to comply with the government. As long as this area remains unlegislated, companies and individuals will face expensive litigation and difficult decisions. Cloud providers do not want customers losing faith in their service,
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which is why they are likely to oppose data requests. But a federal statute provides “legal safe harbors for compliance[,]” freeing companies from difficult ethical decisions and angry customers.

Even with a privacy statute that protects cloud information, Congress must do more. Congress needs to create a law that forces it to revisit digital privacy statutes on a recurring basis. Keeping pace with rapid technological changes will not be easy. Finding bipartisan support for these laws may be an even greater hurdle. But with the constant evolution of technology, using 30-year-old statutes for digital privacy is a recipe for disaster. With this law, Congress will be forced to examine digital privacy protections more than every 30 years.

III. CONCLUSION

Digital privacy is threatened without statutory protection. To be sure, the government should have “the appropriate legal authority to provide security” and fulfill its constitutional role. At the same time, people must maintain “a sufficient scope of privacy and autonomy necessary for [their] human dignity.” Here lies the inherent tension. But the recommendations put forth by this paper accommodate both essential principles.

For those that argue that these suggestions will allow people to “do things they shouldn’t be doing[,]” I respectfully disagree. The proposed statutory amendment “allow[s] people to live core areas of their personal lives with the dignity that excludes onlookers.” The United States is not a totalitarian country. We have always warned against oppressive behavior in the physical world, and the digital world should be no different. Armed with wholesale cloud access, the government could “pursue personal vendettas, target the politically unpopular,” and trample on other civil liberties.
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210. CHERTOFF, supra note 194, at 200; KERR, supra note 149, at 26; Diamantis, supra note 36, at 501; Johnson, supra note 1, at 869–70. The U.S. government has controversially surveilled individuals and groups in the past: In 1963, the Federal Bureau of Investigation wiretapped the phones of Martin Luther King, Jr. under the pretense of determining King’s ties to members of the American Communist Party. And after 9/11, the New York Police Department, with significant assistance from the Central Intelligence Agency, spent years monitoring Muslim neighborhoods and community centers. Johnson, supra note 1, at 869–70.
Since 9/11, the government has received “greater investigative latitude” but extending this ability to warrantless searches of cloud services is unwise.\(^{211}\) Although \textit{Carpenter} appears to protect cloud data from warrantless searches, this area is still “ripe for future Supreme Court review.”\(^{212}\) And so, Congress must act.

\footnotesize
\begin{itemize}
\item \(^{211}\) Chaker, \textit{supra} note 9, at 13.
\item \(^{212}\) \textit{Id}.
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